Edit the snmpd.conf file as follows:

Commented the local system only and uncommented for all connections

# Listen for connections from the local system only

#agentAddress udp:127.0.0.1:161

# Listen for connections on all interfaces (both IPv4 \*and\* IPv6)

agentAddress udp:161,udp6:[::1]:161

Commented the default access to basic system info and uncommented for all connections

# Full access from the local host

rocommunity public localhost

# Default access to basic system info

# rocommunity public default -V systemonly

Add the below code in ACCESS CONTROL

# sec.name source community

com2sec public default public

com2sec mynet 10.10.10.0/24 private

com2sec6 mynet fec0::/64 private

# sec.model sec.name

#group worldGroup v1 public

#group worldGroup v2c public

group myGroup v1 public

group myGroup v2c public

# incl/excl subtree [mask]

view all included .1

view sysView included system

# context model level prefix read write notify (unused)

access worldGroup "" any noauth exact system none none

access myGroup "" any noauth exact all all none